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Abstract and Keywords

This chapter examines the effects of the digital revolution and new information and com­
munication technologies on peacekeeping and peacebuilding. The chapter is concerned 
with how digital and web-based information and communication technologies can be used 
to prevent and manage armed violence, foster inclusive societies, and ensure a durable 
and high-quality peace. The UN is increasingly adopting new technologies, particularly 
within the field of peacekeeping. To increase situational awareness, UN peacekeeping 
staff have crowdsourced information and used drones and satellite imagery. In addition, 
the analysis of peacekeeping data holds great potential for early warning. New technolog­
ical tools can help foster collaboration, transform attitudes, and give a stronger voice to 
local communities. Online platforms have been used to monitor elections, document hu­
man rights abuses, and facilitate communication between members of different sides in a 
conflict. However, since one cannot simply assume that technology will change every­
thing for the better, it is crucial to be aware of the ethical implications of the use of new 
peace technologies. The UN needs to be careful that early warning is translated into ear­
ly action. Peacekeepers and peacebuilders should also be vigilant when it comes to miti­
gating the possible abuse and negative side effects of the use of peace technologies. The 
chapter concludes that peace technologies significantly influence the prospects for peace­
keeping and peacebuilding, particularly when the use of technology helps peacekeepers 
and peacebuilders be more people-centric.

Keywords: technology, peacekeeping, peacebuilding, communication, data politics, drones

THE mass production and widespread use of the computer, smartphones, and the internet 
have dramatically changed our world. The digital revolution has particularly picked up 
pace in the twenty-first century. Hilbert and López (2011) estimate that in 2002, the 
worldwide digital storage capacity overtook the total analog information capacity for the 
first time. As of 2007 around 94% of the total amount of information was stored in digital 
form. Not only has the amount of available data grown, but the computing power to ana­
lyze these data has also grown exponentially: computing capacity has grown 58% per 
year between 1986 and 2007. More smartphones than non-smartphones were sold in de­
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veloping countries in 2015 (Internet Society 2015, 17). It is estimated that half of the 
world’s households (53.6%) in 2017 had access to the internet at home, compared with 
fewer than 20% in 2005 and just over 30% in 2010 (International Telecommunication 
Union 2017), and this figure is rising steadily. In short, we are living in the information 
age. This chapter examines the effects of the digital revolution and new information and 
communication technologies on peacekeeping and peacebuilding, focusing on how tech­
nology applications can prevent armed fighting, as well as foster inclusive societies and 
the peaceful resolution of conflicts.

We define peace technologies as mostly digital and web-based information and communi­
cation technologies used to prevent and manage armed violence and build a durable and 
high-quality peace (Sandvik et al. 2014, 220).1 While the United Nations is arguably still 
lagging behind commercial industries and governments in terms of its adaption of new 
technologies, it is no longer a fair assessment to refer to the UN as a Remington type­
writer in a smartphone world (Banbury 2016). In fact, the UN is increasingly adopting 
new technologies, particularly within the field of peacekeeping (Karlsrud 2014, 2017b; 
Dorn 2016). New technologies are also increasingly adapted within peacebuilding 
projects. New technological tools help people to foster collaboration, transform attitudes, 
and give a stronger voice to local communities (Larrauri and Kahl 2013).

This chapter outlines the current use of technologies aimed at peacekeeping and peace­
building and reflects on the possible use of existing technologies that currently have not 
yet been implemented to help peacekeeping and peacebuilding efforts. Since (p. 415) one 
cannot simply assume that technology will change everything for the better, we also re­
flect upon several ethical implications of the use of new peace technologies. We conclude 
that peace technologies significantly influence the prospects for peacekeeping and peace­
building, particularly when the use of technology helps peacekeepers and peacebuilders 
to be more people-centric. Yet the use of these technological advances are not without 
risk. Third parties using peace technologies should be vigilant when it comes to mitigat­
ing the possible abuse and negative side effects of the use of peace technologies.

Current Peace Technologies
Around the turn of the century, the UN began to adopt new technologies to support its 
peacekeeping missions. This trend was in response to a greater need to produce more ef­
ficient field intelligence to identify risks to peacekeepers and risks to achieving the man­
date of peace missions. When he assumed office in 2011, the under-secretary-general for 
UN peacekeeping, Hervé Ladsous, embarked on a program of bringing “the UN into the 
21st century” (Karlsrud 2017a, 51), adding controversial elements such as surveillance 
and an intelligence policy to the tools of UN peacekeeping operations. In 2014 Secretary- 
General Ban Ki-moon launched an expert panel on technology and innovation in peace­
keeping, which advanced the idea in its report that besides being troop-contributing 
countries, UN members must also be technology-contributing countries (Dorn 2016; Unit­
ed Nations, 2014). The report of the High-Level Independent Panel on Peace Operations 
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published in 2015 also stressed the role of technology, concluding that the UN “must em­
brace innovation and the responsible use of technology to bridge the considerable gap be­
tween what is readily available to and appropriate for United Nations peace operations 
and what is actually in use in the field today” (UN General Assembly and Security Council 
2015). In spite of this gap, the UN is increasingly improving its peacekeeping efforts 
through technological innovation.

A first major improvement of peacekeeping through technological innovation is the use of 
new communication technologies to get information from locals. Several UN peacekeep­
ing missions have experimented with giving locals a place to which they can send obser­
vations and insights. This type of “participatory peacekeeping” by crowdsourcing infor­
mation dramatically increases the situational awareness of the information analysts with­
in a peacekeeping mission. The High-Level Panel reports that “[t]he best information [for 
peacekeepers] often comes from communities themselves. To use that information, mis­
sions must build relationships of trust with local people, leading to more effective deliv­
ery of protection of civilians mandates and better protection for peacekeepers” (UN Gen­
eral Assembly and Security Council 2015, paragraph 98). Dorn (2016, 1) succinctly sum­
marizes this conclusion by pointing out that the UN’s ability to protect depends on its 
ability to connect with locals. An analysis based on UN data on Darfur conducted by Du­
ursma (2017) seems to support this point, showing that local information can be used to 
predict where armed violence is going to occur (see (p. 416) also Duursma and Karlsrud 
2019). In short, the crowdsourcing of information from locals may increase the situational 
awareness of peacekeepers.

Another area of technological innovation within the UN is the use of satellite imagery. To 
look at population movements many peacekeeping missions use Google Earth images 
with time intervals of one to three months, but some missions have adopted satellite im­
agery with much smaller time intervals (Dorn 2016). A telling example of how the use of 
near real-time satellite imagery can be useful is how the United Nations Mission in South 
Sudan (UNMISS) was able to use satellite imagery to issue an early warning about an im­
pending attack. After the start of the civil war in South Sudan in 2013, geospatial ana­
lysts at UNMISS started to monitor a two-hundred-kilometer stretch of road between Ju­
ba and Bor. On 10 January 2014, a satellite image was taken that showed a convoy of 
twelve armored vehicles and three hundred soldiers heading toward Bor. Convergne and 
Snyder (2015, 571–572) note that given “the direction of the convoy, it was identified as 
potentially belonging to pro-government forces. Six hours elapsed between the time the 
image was taken and when its analysis was presented to decision makers at UN head­
quarters and in the mission.” This information subsequently allowed the UNMISS peace­
keepers to take preventive action by taking up strategic positions and protecting pockets 
of civilians.

The use of drones is another form of remote surveillance that has been introduced in UN 
peacekeeping missions. The UN Security Council granted the UN Department of Peace­
keeping Operations permission to use drones for the first time in 2013. This permission 
was granted in the context of the UN peacekeeping mission in the Democratic Republic of 
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the Congo (DRC) acquiring surveillance drones (Karlsrud and Rosén 2013; Dorn 2016). 
While this was the first time the Security Council endorsed the use of drones, the UN al­
ready had some experience with drones at this point. In 2006, for instance, the UN peace­
keeping mission in the DRC was supported by a European force, in which a Belgian con­
tingent brought drones with them. Another case involved the UN’s inheriting drone ca­
pacity when a European force in eastern Chad was rehatted into a UN peacekeeping mis­
sion in 2009. Karlsrud and Rosén (2013, 2) explain that the use of drones in Chad “proved 
very useful to the mission, as UN forces could closely monitor the movement of the oppo­
sition forces and enhance the protection of refugees, IDPs [internally displaced persons], 
and humanitarian aid workers accordingly, thereby living up to the mandate of the mis­
sion.” The situational awareness of peacekeepers has thus improved in those missions 
where these technologies have been implemented.

A lot of attention has been paid in the scholarly literature to how technology can help im­
prove peacekeeping missions, but technological advances can also support peacebuilding 
processes. One of the most well-known examples in this regard is the use of the Ushahidi 
platform (https://www.ushahidi.com). Ushahidi, which means “testimony” in Swahili, was 
a website set up to map incidents of violence in Kenya after the postelection fallout at the 
beginning of 2008. Though specifically developed for the Kenyan context, Ushahidi now 
acts as an open-source platform used to produce visual map information of a crisis based 
on data crowd-seeded in real time. The data can be provided via text messages, email, 
Twitter, and web forms. The Ushahidi platform has (p. 417) been widely used to monitor 
elections. The platform makes it possible to easily collect reports from thousands of vol­
unteers on the ground across a country in which elections are held. This greatly helps in 
the detection of possible voter fraud, thus holding political parties accountable (Breuer 
and Welp 2014).

Mapping is also increasingly used to document human rights abuses (Mancini 2013). For 
example, the Voix des Kivus used SMS input from trusted reporters to document abuses 
in the eastern DRC (Ushahidi 2011). Similarly the Syria Tracker documents human rights 
violations via reports from the public (Humanitarian Tracker 2018). Indeed documenting 
human rights violations and the use of armed violence via local input is now common­
place. A major advantage of the early detection of armed violence is that it can trigger a 
timely response, for example in the form of community mediation (Bailey and Ngwenya­
ma 2016; Tellidis and Kappler 2016).

The collection of data on human rights abuses is important because it can deter potential 
human rights violators and because it can inform policy and help peacekeepers and 
peacebuilders develop an effective response; it is also important in building a knowledge 
base for when the armed conflict has ended. When a war is over, documentation on hu­
man rights abuses and the experiences of victims can be helpful to truth and reconcilia­
tion committees (Miklian and Hoelscher 2018; Tellidis and Kappler 2016). Data on human 
rights are collected not only from local sources; geospatial technologies have also been 
used to for this purpose in countries like Sudan and Myanmar. “Geospatial technology” 
refers to a range of tools that help to conduct a spatial analysis of the Earth and human 
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geography (Bromley 2009). In the case of Sudan, Amnesty International used satellite im­
agery to document the destruction of villages. The ultimate goal of this project, called 
Eyes on Darfur, was to deter future attacks in this region (Bromley 2009; Levinger 2009).

While the majority of the data collection and analysis initiatives pertain to data on armed 
violence, some initiatives have also turned to the measurement of stability and develop­
ment. For instance, UN Global Pulse has analyzed perceptions about food and fuel prices. 
Global Pulse is a flagship innovation initiative of the UN secretary-general to harness big 
data for humanitarian action. In a study conducted on Indonesia, Global Pulse (2014) 
showed that it is possible to mine tweets in order to measure Indonesians’ perceptions of 
food prices in order to anticipate social unrest in relation to spikes in food prices. Indeed 
the analysis of big data can help peacebuilders understand changes in human well-being, 
which, in turn, helps to formulate a timely policy response.

Crucially the digital revolution has also made it easier to communicate across different 
countries and communities. This has strong implications for peacebuilding. Conflict often 
uses a certain discourse to legitimize violence (Lederach 2015; Galtung 1990). Peace­
building is therefore about bringing opposing groups with divergent discourses together 
and creating a discourse conducive to peace (Larrauri and Kahl 2013, 15). The internet 
has greatly facilitated the ease with which different sides in a conflict can interact, as 
well as the ability for peacebuilders to reach a certain audience. Blogs and platforms such 
as Facebook and WhatsApp make it possible for people in sites of armed conflict to orga­
nize themselves, but also to engage with the views of the other side (Gallagher 2018; 

(p. 418) De Ville, Buckley, and Butler 2015; Salazar 2008). An initiative called the Peace 
Factory was launched in March 2012, when tensions between Israel and Iran were high, 
asking people to share positive messages from Israel to Iran and vice versa. The website 
soon also began posting messages from other pairs of countries in conflict. Some re­
search is beginning to emerge that provides evidence of the effectiveness of initiatives 
like these. For instance, Martin-Shields and Stones (2014) find that the use of smart­
phones helped create social bonds between different ethnic groups in Kenya, contributing 
to more peaceful relations. More generally, they conclude that new communication tech­
nologies can facilitate “inter-group bridging” (6). However, the use of technology to im­
prove peacebuilding efforts is still lagging behind the use of technology in the context of 
stabilization, statebuilding, crisis management, and humanitarian assistance. The next 
section therefore considers how technology can advance and complement existing peace­
building efforts, as well as how it can improve peacekeeping practices.

The Best Has Yet to Come? Implementing New 
Peace Technologies
While peacekeepers and peacebuilders have started to implement an impressive array of 
new technological tools to support their work, there is still a lot of room for improvement. 
At least three major opportunities for how peace technologies can support peacebuilding 
can be recognized. First of all, peacebuilding organizations can use new technologies to 
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better facilitate exchange of information, while taking into account that some other par­
ties might be interested in spreading false information to undermine the peacebuilding 
process or access information flows in order to target those who provide information. 
Peacebuilding has traditionally been a communication process largely based on face-to- 
face interaction between different sides of a conflict. New information and communica­
tion technologies can help close information gaps between parties by providing a lot of in­
formation to many people. For instance, in a Humanitarian Dialogue publication solely de­
voted to peacemaking and new technologies, Jenny et al. (2018, 14) note that “a shuttle 
diplomacy approach focused on passing factual information becomes less pertinent, as 
groups are less likely to be isolated and can easily access information online.” However, 
this also means that peacebuilders can no longer control the information flow—and some 
information that appears online might not be true. Indeed the misinformation and disin­
formation crisis that is accompanying the rise of social media greatly enhances the value 
of a third party that establishes confidence in the veracity of information (14). Peacebuild­
ing organizations can act as independent organizations that verify information, providing 
all sides with confidence in the accuracy of certain pieces of information.

Second, peacebuilding organizations could tap into new technologies to allow for greater 
problem-solving to resolve conflicts, especially for society-wide problem-solving rather 
than elite-level problem-solving. Jenny et al. (2018, 15) write, “The archetypal model of a 
mediation as two political leaders from opposing groups sitting across (p. 419) a table with 
the mediator in the middle has never quite matched the complicated reality of multilevel 
and multi-track dialogue and consensus-building processes. It is likely to be even less re­
flective of reality in a future where power is diffused and ICT [information and communi­
cations technology] offers new platforms for engagement.” Online platforms could be uti­
lized for engaging citizens in brainstorming and constructive consensus-building. This 
type of peacebuilding process has arguably much more potential to lead to an emancipa­
tory peace than the elite-based problem-solving processes typically conducted as part of 
peacebuilding.

Third, and relatedly, new technologies make it possible for peacebuilders to inform the at­
titudes of not only elites but also entire societies. The analysis of big data has opened up 
the possibility of analyzing the psychological needs and attitudes of groups. Companies 
like Google and Facebook optimize algorithms based on big data for marketing purposes, 
but peacebuilding organizations could potentially alter algorithms to privilege conciliato­
ry outcomes in social media exchanges. It would even be possible to develop “peace bots” 
that put the spotlight on conciliatory messaging while diminishing polarizing messaging 
(Build Up and MISTI 2018). In other words, peacebuilders now have possibilities for oper­
ating at a societal level to address emotions, shift conflict narratives, and perhaps even 
change hostile attitudes into more reconciliatory attitudes (Jenny et al. 2018, 16).

The room for improvement with regard to peacekeeping also seems significant. First of 
all, since geographic information system technology is becoming increasingly accurate, 
user-friendly, and less costly, the time seems ripe for the real-time tracking of UN peace­
keepers (Karlsrud 2017b, 62–63; Dorn and Semken 2015). As Dorn and Semken (2015, 
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545) explain, this tracking can help “avoid and respond to ambushes, kidnappings and 
friendly fire incidents, rapidly send reinforcements and retrieve wounded peacekeepers, 
ultimately saving lives.”

In addition to adopting new technologies, the UN could improve the use of recently ac­
quired technological tools like satellite imagery and drones. Drones represent a new way 
of seeing and knowing in peacekeeping. As such, they can improve “access to vulnerable 
populations, providing better information on potential threats to civilians, and increasing 
access to information in cases where the UN must use force to protect civilians” (Karl­
srud and Rosén 2013, 3). While a conventional investigation patrol to a village several 
kilometers away from a UN peacekeeping base in difficult-to-travel areas like the DRC 
could take several hours, a drone could arrive in a matter of minutes to send high-quality 
images of the situation in real time (Karlsrud and Rosén 2013, 5; Dorn 2016, 7). However, 
the use of drones has not be without problems in UN settings. In Mali, for example, it 
took several months to get drones operational, as the UN inspectors tried to apply stan­
dard UN aviation regulations. A lack of spare parts and training of key personnel also ini­
tially prevented the UN from fully using its drone capacity in Mali (Van Dalen 2015, 313; 
Duursma 2018). Nevertheless the UN is moving in the right direction in terms of its use 
of drones, and it is likely that drones will soon be an indispensable part of UN peacekeep­
ing missions.

With the increased use of new technologies, UN staff will have to process more and more 
data. Duursma (2018) explains that high volumes of information, especially when some of 
the information is contradictory, increases complexity and can thus actually (p. 420) un­
dermine effective decision-making. Read, Taithe, and Mac Ginty (2016, 1314) note with 
regard to the increasing role played by data in the humanitarian sector that the enthusi­
asm for “data is vastly outstripped by the capacity to meaningfully analyse it.” In the con­
text of UN peacekeeping Karlsrud (2017b, 72) states that a data deluge means that the 
major challenge for UN information analysts “will be to sift through rapid data streams, 
analyze them, and then produce actionable information in real-time.” The UN has already 
made a very important step in this regard with the development of the Situational Aware­
ness Geospatial Enterprise (SAGE) event database tool. Developed at the UN Support 
Base in Valencia, Spain, this tool is a web-based database system that allows UN military, 
police, and civilians in UN peace operations (both UN peacekeeping operations and spe­
cial political missions) to log incidents, events, and activities. SAGE includes not only inci­
dents pertaining to armed violence but also troop movements, increased tensions, hijack­
ings, abductions, protests, and many more potentially relevant incidents. Instead of just 
reporting free text, the information in SAGE is stored as structured data. This means that 
the event is categorized (type of event, number of victims, ethnicity, number and affilia­
tion of perpetrators, geographical coordinates, and so on).

Over time, the gathering of structured data will enable mission leadership to identify 
trends and indicators for early warning. Consequently one of the most important new 
technologies the UN can harness is the use of machine learning to analyze SAGE and oth­
er structured data, which, in turn, will enable predictive peacekeeping. Duursma and 

https://global.oup.com/privacy
https://www.oxfordhandbooks.com/page/legal-notice


Technologies of Peace

Page 8 of 16

PRINTED FROM OXFORD HANDBOOKS ONLINE (www.oxfordhandbooks.com). © Oxford University Press, 2018. All Rights 
Reserved. Under the terms of the licence agreement, an individual user may print out a PDF of a single chapter of a title in 
Oxford Handbooks Online for personal use (for details see Privacy Policy and Legal Notice).

Subscriber: OUP-Reference Gratis Access; date: 10 June 2021

Karlsrud (2019, 1–2) define predictive peacekeeping as “a range of analytic tools and 
peacekeeping practices that serve to forecast where and when armed violence will take 
place, combined with changes in peacekeeping leadership decision-making, particularly 
deployment of peacekeeping staff, based on those forecasts.” Predictive peacekeeping 
could help UN staff in the field to anticipate rather than react to events unfolding. An ac­
tionable piece of information on where and when armed violence is likely to take place al­
lows the leadership of a peacekeeping mission to take action. The flow of information 
within the UN system is often said to be mostly unidirectional: people in the field often 
complain about the lack of information coming from New York, the “black hole into which 
their reports descend” (Dorn 2010, 278). Predictive peacekeeping based on SAGE could 
ensure a two-way street of information, providing those in the field with early warnings 
based on the data they provide.

Risks and Pitfalls of Implementing Peace Tech­
nologies
New peace technologies should not do any harm to communities in countries that experi­
ence or recover from civil war. It is therefore important to consider the risks and pitfalls 
of implementing new peace technologies. Six major concerns stand out. First, even while 
new technologies make more effective early warning possible, this greater (p. 421) early 
warning capacity will need to be translated into more effective early action. Edward C. 
Luck (2010), the special advisor to Ban Ki-moon when he was an assistant secretary-gen­
eral, pointed out in this regard that early warning is not an end in itself: “Early warning 
without early and effective action would only serve to reinforce stereotypes of UN feck­
lessness, of its penchant for words over deeds.” Indeed civilian populations will be left in 
harm’s way if early warnings are not acted upon (Duursma 2018; Duursma and Karlsrud 
2019).

Second, the overreliance on new communication technologies can be at the expense of 
contextual knowledge of peacebuilders. Sandvik et al. (2014, 227) point out that the “hu­
manitarian space” has shrunk in recent years, particularly in highly dangerous places like 
South Sudan and Syria (see also Fast 2014). In response, humanitarians, including peace­
builders, increasingly resort to communication tools like Skype for daily management or 
use SMS surveys rather than conduct those surveys themselves (Sandvik et al. 2014; 
Meier 2015). Duffield (2016) argues in this regard that a decrease in face-to-face engage­
ments—due to the adoption of these new technologies—can lead to an erosion of ground 
truth. Indeed there is a limit to the extent to which information can be transferred via 
SMS or Skype. As a result, relying on these type of technologies can be detrimental to the 
effectiveness of peacekeeping and peacebuilding, as it further widens the already existing 
gap between assessments by locals and assessments by peacekeepers and peacebuilders 
(Read 2016; Müller and Bashar 2017). In other words, peace technologies should help 
peacekeepers and peacebuilders to be better informed and thus more connected to the 
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communities with whom they work (see Karlsrud 2014), and at the same time peacekeep­
ers and peacebuilders should continue to engage in face-to-face interactions with locals.

Third, and somewhat relatedly, practitioners should be aware of the potential unequal ef­
fects of peace technologies. Larrauri and Kahl (2013, 2) refer to this as the “bias of con­
nectivity.” Some groups may be more able than other groups to use a given technology. 
For instance, smartphones are used more often by young, urban, and relatively wealthy 
people (2). In addition, the technology gap between men and women is much more pro­
nounced in low-income countries (Sandvik et al. 2014, 229). This means that those orga­
nizations that solely rely on new technologies to extract information will likely develop 
policies that are skewed toward those locals who are connected. For example, Mansfield 
(2015) shows that data collected in Afghanistan is generally biased toward areas that are 
relatively secure and that offer little risk to those conducting surveys. Moreover surveys 
in Afghanistan have typically excluded populations living in remote areas. These are not 
trivial issues resulting in some missing data points but can result in surveys suggesting 
that the need for peacebuilding activities is greatest in relatively secure areas where in­
ternational investment is higher and the population is more attuned to the interests of the 
state. Indeed the population in remote parts of a country typically has a much more nega­
tive perception of the government and international peacebuilding efforts (Mansfield 
2015, 112). Hence one important precautionary measure peacebuilding organizations 
could take to mitigate the undesired effects of technology is to not solely rely on quantita­
tive data generated through surveys to guide their efforts. Existing data (p. 422) collection 
techniques need to be supplemented with geospatial analysis and mapping in order to de­
termine where data are collected and where not, combined with well-focused fieldwork to 
generate information on remote and dangerous areas.

Fourth, a fundamental aspect of the use of peace technologies is the storage of sensitive 
data, which could fall into the wrong hands. Sharing sensitive information over a particu­
lar technology always entails risks (Larrauri and Kahl 2013, 2). The UN has already be­
come the target of cyber-attacks in Libya and Geneva (Scott-Railton 2013; Parker 2020). 
Attacks could aim to retrieve data or even change data to alter the understanding of the 
reality on the ground. Peace practitioners must therefore continuously check whether the 
technology they are using is secure, as well as decide where the data will be stored, how 
to keep the data secure, and how long the data should be stored (Karlsrud 2017b, 75). Ex­
changes of information over the internet and over mobile phones are relatively easy to 
check. Hence peacekeepers and peacebuilders who use these means of communication 
have a responsibility to make sure the systems are secure and private, as well inform the 
end users of their products that no communication system can be completely secure. A 
telling example in this regard is the confidential relationship UN information analysts 
have with local informants. Because information from local informants might reveal their 
identity, the consequences of this type of information falling into the wrong hands could 
be catastrophic. Indeed al-Qaeda in the Islamic Maghreb has circulated death lists with 
alleged local informants of the UN peacekeeping mission in Mali (Duursma 2018). Simi­
larly informants in the DRC, who were previously provided with mobile phones to alert 
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UN peacekeepers of imminent violence, are known to have been targeted in retaliation 
(Karlsrud 2017b, 64).

Jacobsen (2017, 530) has discussed how the UN High Commissioner for Refugees has put 
into use biometric technologies (mainly fingerprinting and iris scanning) “as a ‘routine 
feature’ ” in the registration of refugees. These data are gathered to provide assistance 
“in a better and more efficient way” (OCHA 2013, in Jacobsen 2017, 537), “which in turn 
has rendered new domains of refugee existence accessible and open to intervention,” Ja­
cobsen argues (540). As may be expected, host states such as Kenya and Lebanon have 
demanded access to these data, and refugees have expressed strong reservations about 
biometric registration if these data are to be shared with host states. Also, donor states 
are keenly interested in such data, and in the context of refugees from conflict countries 
that are part of the ongoing war on terror there is a palpable risk that this interest may 
be motivated as much by national security concerns as by protecting refugees’ rights 
(539).

Fifth, the advance of new technologies could potentially prolong the existing interven­
tionary order. Existing interventions embedded in self-interest and geopolitical domina­
tion are often seen as a root cause of many international and domestic conflicts. The 
availability of new technologies like battle drones can already be seen as co-opted by 
states that want to pursue their interests remotely (Williams 2013). During the past 
decade, the strategic focus of Western countries has moved from large-scale interven­
tions to counterterrorism and “targeted strikes,” structurally enabled by the confluence 
of drone technology, data convergence, and machine learning technologies (Karlsrud 
2019; Lindsay 2013). At the same time, new technological advances have the (p. 423) po­
tential to tame these types of interventions. For instance, the collection of data by the Bu­
reau of Investigative Journalism on US drone warfare in Pakistan, Afghanistan, Yemen, 
and Somalia leads to greater transparency on targeted killing and potentially holds the 
White House to account. Moreover, new peace technologies can make interventions more 
people-oriented. Research on peace formation has shown that the prospects for emanci­
patory peace commonly have not come from external actors, ethnonationalist elites, or 
critical resistance movements, but from local and everyday acts of peace and agnostic 
forms for reconciliation (Visoka 2017). Third parties can facilitate this type of peace for­
mation by promoting intercultural awareness and constructive consensus-building over 
destructive polarization (Jenny et al. 2018).

Sixth, the use of peace technologies can have unintended consequences that peacekeep­
ers and peacebuilders should try to anticipate and mitigate (Miklian and Hoelscher 2018). 
Public posts on platforms like Facebook played a central role in the formation of democra­
cy movements in the Arab Spring, but the Syrian and the Egyptian governments have 
used information collected from these platforms to track down and punish activists (Mik­
lian and Hoelscher, 2018; Comninos 2013). Another possible unintended consequence of 
adopting technological advances is that it can lead to passivism among those working to 
build peace (Chandler 2016). Larrauri and Kahl (2013, 2) note that in the context of 
peacebuilding “sending in information but receiving no feedback, clicking a ‘like’ button 
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but not changing attitudes, discussing an issue online but failing to take action offline” 
are all examples of passivity resulting from the use of peace technologies. The use of 
drones in peacekeeping missions has also been reported to have unintended conse­
quences. In eastern DRC, the local population refers to drones as “loud mosquitos,” indi­
cating that people see the drones as an unwanted annoyance rather than a crucial tool to 
help protect them (Karlsrud 2017b, 75). Worse than merely an annoyance, the use of 
drones in UN peacekeeping missions could also raise expectations. Accordingly, drones 
must be accompanied by effective public awareness campaigns. Locals need to know why 
drones are used but also need to be made aware of what the drones’ limits are.

Finally, one of the most shocking unintended consequences of the use of a peace technol­
ogy is how Amnesty International’s Eyes on Darfur project tragically backfired. Amnesty 
International hoped to deter attacks on villages in Darfur using satellite imagery 
(Levinger 2009). However, a quantitative assessment of the Eyes on Darfur project shows 
that villages that were monitored actually became more likely to be attacked. This sug­
gests that the government of Sudan increased violence to retaliate against the monitoring 
and advocacy efforts of Amnesty International (Grant 2015).

Conclusion
We are living in the information age, and the digital revolution has influenced peacekeep­
ing and peacebuilding efforts. Several UN peacekeeping missions use mobile (p. 424)

phone technology to collect early warnings from local populations, as well as drones and 
satellite imagery to enhance situational awareness. Peacebuilding organizations use new 
technologies to collect information to prevent voter fraud, for early warning, to determine 
where to conduct community mediation, to deter potential human rights abuses, to hold 
accountable human rights abusers, and to collect information that could be used by truth 
and reconciliation councils when a war has ended. While the UN has made some big steps 
in terms of the technologies it has adopted, there is room for making more use of avail­
able technologies. Drones and satellite imagery are now used in some missions, but they 
could be adopted in more and could play a more central role in those missions that use 
them. Crucially the UN will need to find a way to analyze the enormous amount of data it 
produces every day. Machine learning to detect patterns in these data and produce early 
warnings holds great promise in this regard.

However, the use of new peace technologies is not without risk. Collected data can fall in 
the wrong hands. In addition, some have expressed concerns about the use of technolo­
gies being at the expense of face-to-face engagements, ultimately resulting in peacekeep­
ing and peacebuilding efforts that are divorced from realities on the ground. While this is 
a real concern and peacekeepers and peacebuilders should try to avoid this, the use of 
new technologies also has the potential to make peacekeeping and peacebuilding more 
people-centric. Indeed the crowdsourcing of information for peacekeeping and peace­
building is much more bottom-up than traditional practices.
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In conclusion, technological advances provide new avenues to develop effective media­
tion, peacekeeping and peacebuilding practices. The use of peace technologies is particu­
larly helpful when it contributes to the activities of peacekeepers and peacebuilders be­
ing more people-centric and helps to make the transition from effective analysis to effec­
tive action.
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Notes:

(1.) For an overview of other technological tools that we could not cover in this chapter 
due to limited space, see, e.g., Dorn (2016) and United Nations (2014).
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